**SNIFFING**

* **LAB 1:**

1. Task 1: macof -i enp0s3 -n 10
2. Task 2: Yersinia –I ,
3. Task 3: arpspoof -i enp0s3 -t 10.0.2.1 10.0.2.15
4. Task 4: using TMAC & SMAC
5. Task 5: macchanger -s enp0s3

* **LAB 2:**

1. Using Wireshark and Firefox

* **LAB 3:**

1. hping3 [Target IP Address] -c 100000
2. Cain & Abel (ARP Poisoning)
3. Nmap (Promiscuous Mode Detection)

**SOCIAL ENGINEERING**

* **LAB 1:**

1. setoolkit